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MSC (CYBER RISK FOR 
BUSINESS)
Programme Requirements
Code Title Credits
Students take 90 credits as follows – 60 credits of taught modules 
(Part I) and 30 credits of research modules (Part II):
Part I
Students take 60 credits as follows:
Core Modules
IS6017 AI as a Disruptive Technology 5
IS6025 Design Thinking for Business Analytics 5
IS6027 Information Systems Project Planning 5
IS6028 Information Systems Project Tracking and Oversight 5
IS6050 Business Data Strategy and Management 5
IS6060 Cloud Technologies 5
IS6061 Python for Business Analytics 5
IS6062 Security Architectures 5
IS6063 Information Systems Risk Control Auditing 5
IS6065 Information Systems Governance 5
IS6066 Breach Management and Recovery 5
IS6067 Ethical Hacking and Threat Analysis 5
Part II
Students take 30 credits as follows:
Core Modules
IS6621 Applied Research in Cyber Risk 30

Total Credits 90

Examinations
Full details and regulations governing Examinations for each programme 
will be contained in the Marks and Standards Book and for each module in 
the Book of Modules.


